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Abstract of the contribution: The contribution proposes updates to solutions for Key Issues #2 “Where are the UE Radio Capabilities stored?” and #3 “How are the UE Radio Capabilities managed?” using a standardized UE Capability ID instead of a manufacturer-specific one.  “How are the UE Radio Capabilities identified” using a standardized UE Capability ID. It also features local RAN storage in addition to primary CN storage.
1
Proposal
1.1
General
A manufacturer-specific UE Capability ID solution is documented in TR23.743. A different approach, using a standardized UE Capability ID and optionally a complementary set of UE Radio Capabilities is proposed in S2-187974. This contribution addresses Key Issue #2 “Where are the UE Radio Capabilities stored” and Key Issue #3 “How are the UE Radio Capabilities managed” for the standardized approach. It also covers local RAN storage, in addition to primary storage in the Core Network as proposed in Solution #2.
The main attributes of the proposal in this contribution are as follows:

Proposal 1: The primary dictionary of UE Capability IDs <> Sets of UE Radio Capabilities is stored in the Core Network, as is already documented in Solution #2 in TR23.743 i.e. in the AMF or in a standalone network function that, when needed, can be queried by the AMF.

Proposal 2: A local copy of the above dictionary may be stored in the RAN, downloaded from the Core Network and further updated under notification by the Core Network when required (see Notes 1 and 2). 
NOTE 1: 
not every change of the dictionary needs notification to the RAN. In order to reduce the signalling load between the RAN and the CN this could be treated in bulk.

NOTE 2:
this assumes the CN is able to keep track e.g. of the version of the dictionary a connected RAN node holds such that it can detect whether or not an update is required.

NOTE 3:
the local copy is also updated in the RAN as a result of misc. N2 signalling transactions taking place e.g. at registration, as described below.
Proposal 2 reduces the need to exchange the explicit UE Radio Capabilities between the RAN and the CN as the UE Capability ID and its association to a set of UE Radio Capabilities are both fixed.
As proposed in S2-187974, the usable set of Radio Capabilities of a UE can be retrieved from the UE’s UE Capability ID and, optionally, the associated complementary set of Radio Capabilities.
Proposal 3: For a UE, the AMF stores the UE Radio Capabilities in the conditions described in TS23.501 §5.4.4.1. However, in light of Proposal 1, only the UE Capability ID and its optional complementary set of UE Radio Capabilities need to be stored therefore saving on the overall storage needs in the AMF considering a population of UEs.
NOTE 3: 
the Rel-16 AMF may also be able to avoid storing pre-Rel-16 UE’s Radio Capabilities in full, but instead their associated UE Capability ID, if it is able to determine one, possibly with a complementary set of UE Radio Capabilities as well. 
Proposal 4: If RAN indicates support for the UE Capability ID mechanism, the UE provides its UE Capability ID and optionally a complementary set of UE Radio Capabilities to the RAN during early access stratum signalling (Rel-15 (NR) RRC signalling is not completed at the time of writing). The RAN further transmits these to the AMF over N2 using existing signalling transactions (updated with the necessary new IEs/fields as applicable).
Proposal 5: When providing the UE Capability ID to the AMF over N2, the RAN indicates to the AMF whether the UE Capability ID is already known or not, under the premise of Proposal 2. This indication is used by the AMF:

-
either to respond to the RAN with the corresponding set of UE Radio Capabilities, when the UE Capability ID unknown by the RAN is known by the AMF (or the standalone Network Function); or
-
not to respond to the RAN when either the UE Capability ID is already known by RAN (hence the AMF as per Proposal 2), or the UE Capability ID is not known by the AMF (hence not known by RAN either). When the UE Capability ID is unknown by both the RAN and the AMF, the lack of UE Radio Capabilities from the AMF triggers the RAN to request the corresponding UE Radio Capabilities from the UE (e.g. UE Capability Enquiry) which can then be provided to the AMF and onwards, if any, the standalone Network Function, for updating the dictionary.
2
TR Proposal

All the text below is proposed as a new solution in the TR. Changes compared to the previous version are highlighted. (References to 6.X1 have been removed)
6.X2
Solution #X2: UE capability ID indicated in Access Stratum and N2 and local RAN Storage
6.X2.1
Introduction
This solution addresses Key Issues #2 (Where are the UE radio capabilities stored?) and #3 (How are the UE radio capabilities managed?). 

This solution targets the use of UE Capability IDs that are standardized whereby the UE Capability ID uniquely identifies a set of UE Radio Capabilities. The UE provides a UE Capability ID and optionally a complementary set of UE Radio Capabilities that together identify the usable set of Radio Capabilities of a UE i.e. the Radio Capabilities the UE wishes to use in the network. Similar to Solution #2, this solution proposes the dictionary of UE Capability IDs be stored in the Core Network, but in addition enables local RAN storage as well.
6.X2.2
Functional Description

This solution has the following salient characteristics:

-
UE indicates the UE capability ID and optionally a complementary set of UE Radio Capabilities in initial access stratum signalling to the RAN node, which further conveys these to the AMF using N2 signalling.

-
The dictionary used for translation of the UE capability ID into an explicit set of UE Radio Capabilities is stored in the AMF or in a stand-alone Network Function in the 5GC that can be queried by the AMF and locally stored (replicated) in the (R)AN.

-
The AMF stores as part of the UE context, the UE capability ID and, if received, the complementary set of UE Radio Capabilities.
6.X2.3
Procedures

If the UE is configured with one or more UE capability IDs, instead of providing its full UE Radio Capabilities, it provides one of these UE Capability IDs and optionally a complementary set of Radio Capabilities (if applicable) in initial access stratum signalling to the RAN. The UE capability ID and the optional complementary set of Radio Capabilities are then conveyed to the AMF in an N2 message.

The AMF uses the received UE capability ID  to retrieve the associated explicit set of UE Radio Capabilities from the dictionary. Retrieval is either done locally in the AMF or fetched from a stand-alone Network Function in the 5GC architecture depending on where the dictionary is hosted.

If the AMF is successful with the retrieval i.e. the UE Capability ID is in the dictionary, the AMF signals the associated explicit set of UE Radio Capabilities to the RAN in the N2 REQUEST message.

If the AMF is unable to retrieve the explicit set of UE Radio Capabilities corresponding to the UE capability ID, the AMF shall not send any UE Radio Capability information to the RAN in that message. This triggers the RAN to request the UE Radio Capabilities from the UE and to upload it to the AMF using an N2 notification message.
When setting up the UE context upon registration (update) the AMF stores:

-
The UE Capability ID or the associated explicit set of UE Radio Capabilities; and

-
if available, the complementary set of Radio Capabilities.
6.X2.4
Impacts on existing entities and interfaces

This clause illustrates the changes to existing procedures in TS 23.502 [x]. Only the impacted steps in the call flows are described. New text is provided in italics.

6.X2.4.1
Registration procedure
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Figure 6.X2.4.1-1: Registration procedure (same as TS 23.502 [x] Figure 4.2.2.2.2-1)

1.
UE to (R)AN: AN message (AN parameters, Registration Request (Registration type, SUCI or 5G-GUTI or PEI, last visited TAI (if available), Security parameters, Requested NSSAI, [Mapping Of Requested NSSAI], UE 5GC Capability, PDU Session status, List Of PDU Sessions To Be Activated, Follow on request, MICO mode preference, Requested DRX parameters, UE support of Request Type flag "handover" during the attach procedure) and the list of PSIs).


The AN parameters may also include a UE Capability ID and optionally a complementary set of UE Radio Capabilities.

NOTE 1:
The UE Capability ID, complementary set of UE Radio Capabilities can be included if the Registration type indicates Initial Registration or Mobility Registration Update.

3.
(R)AN to new AMF: N2 message (N2 parameters, Registration Request (as described in step 1) and UE access selection and PDU session selection information).


The N2 parameters also include the UE Capability ID and optionally a complementary set of UE Radio Capabilities, if provided by the UE in step 1, as well as an indication whether or not the UE Capability ID is known by the RAN.

11.
[Conditional] new AMF to UE: Identity Request/Response (PEI).


If the UE Radio Capability ID was included in step 3 the AMF uses the UE Capability ID [possibly in combination with PEI or another parameter, depending on the solution to Key Issue #1] to determine the corresponding explicit UE Radio Capabilities based on preconfigured mapping information (i.e. disctionary). The determination of the UE Radio Capability may involve a query to a stand-alone NF that stores the translation dictionary. If the determination of the UE Radio Capabilities is successful the AMF stores in the UE context the UE Capability ID and optionally the associated UE Radio Capabilities, as well as the complementary set of UE Radio Capabilities, overwriting any existing stored values for this UE.
21.
New AMF to UE: Registration Accept (5G-GUTI, Registration Area, Mobility restrictions, PDU Session status, Allowed NSSAI, [Mapping Of Allowed NSSAI], [Configured NSSAI for the Serving PLMN], [Mapping Of Configured NSSAI], Periodic Registration Update timer, LADN Information and accepted MICO mode, IMS Voice over PS session supported Indication, Emergency Service Support indicator, Accepted DRX parameters, Network support of Interworking without N26).


If the UE Radio Capabilities corresponding to the UE Capability ID are available in the AMF, the UE Radio Capabilities are provided to NG-RAN by AMF as part of the UE context in this step in case NG-RAN indicated in step 3 that the UE Capability ID was unknown.

Editor's note: It is FFS whether there is a benefit in sending the UE Radio Capability to NG-RAN earlier in this call flow (similar to Solution #2).
6.X2.4.2
UE Triggered Service Request
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Figure 6.X2.4.2-1: UE Triggered Service Request procedure (same as TS 23.502 [x] Figure 4.2.3.2-1)

1.
UE to (R)AN: AN message (AN parameters, Service Request (List Of PDU Sessions To Be Activated, List Of Allowed PDU Sessions, security parameters, PDU Session status)).


The UE provides its UE Capability ID as part of the AN parameters.

NOTE:
This is used by the RAN with local storage capabilities to request the corresponding set of UE Radio Capabilities if unknown. Alternatively the AMF could keep track of whether or not the UE Capability ID (as part of the UE Context it holds) is known to the RAN, depending on the version of the dictionary the AMF knows the RAN to hold.

2.
(R)AN to AMF: N2 Message (N2 parameters, Service Request, UE Context request).


If the UE Capability ID received from the UE is unknown to the (R)AN, the RAN provides an  indication to the AMF together with the UE Context request to request the associated set of UE Radio Capabilities from the AMF.
12.
AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, AMF Signalling Connection ID, Handover Restriction List, Subscribed UE-AMBR, MM NAS Service Accept, list of recommended cells / TAs / NG-RAN node identifiers).


In the N2 Request message to the (R)AN nodes, the AMF includes, if available and if requested by the (R)AN in step 2, the set of UE Radio Capabilities associated to the UE Capability ID of the UE. It also includes if available the complementary set of UE Radio Capabilities of the UE.
6.X2.4.3
RAN retrieval of UE Radio Capability

Similar procedure already exists in TS 23.502 [x] clause 4.2.8a (UE Capability Match Request procedure). It is proposed here as a new stand-alone procedure for clarity.

If the AMF has not provided the UE Radio Capability as part of establishment of UE context in the RAN, the RAN retrieves the UE Radio Capability over the radio interface and notifies the AMF using the N2 UE Capability Info Indication message.
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Figure 6.X2.4.3-1: RAN retrieval of UE Radio Capability (new)

1.
If the (R)AN has not already received the UE Radio Capabilities from the AMF for this UE, the (R)AN requests the UE to upload the UE radio capability information.

2.
The UE provides the (R)AN with its UE Radio Capabilities sending the RRC UE Capability Information.

3.
The (R)AN sends the UE Radio Capability to the AMF. The AMF stores the UE Radio Capability alongside the UE Capability ID of the UE, for further provision to the (R)AN as per TS 23.501 [2] clause 5.4.4.1.

6.X2.4.4
Local (R)AN Storage of dictionary

This procedure describes how the primary dictionary and updates thereof recording the associations between UE Capability IDs and UE Radio Capabilities can be provided by the Core Network to the (R)AN for local storage. This procedure articulates around the following points:
-
The primary (parent) dictionary is stored in the Core Network (AMF or dedicated NF)
-
The dictionary is pushed to the RAN by the Core Network when necessary
Editor’s Note: This clause is a placeholder. The procedure if FFS.
6.X2.5
Evaluation

Editor's note: This clause provides an evaluation of the solution.
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